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AiSP Events and Updates

AiSP x Emereo Technology — Security-first Al powered networking from edge to cloud
20 March 2025

SECURITY-FIRST AI POWERED NETWORKING
FROM EDGE TO CLOUD
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Andros Chen Shi Bin Dong Margoob Chowdhury Goh Weihan
Presales Consultant  Consulting Systems Engineer (SASE) Security Architect Associate Professor
HPE Aruba Networking HPE Aruba Networking Microsoft Singapore Institute of
Technology (SIT)

20 MARCH 2025 | 2PM - 5PM
Empress Ballroom 1 CARLTON HOTEL SINGAPORE
76 Bras Basah Road, Singapore 189558
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Discover the key benefits of a security-first, Al-powered networking and how you can simplify Zero Trust adoption where it matters mos
and explore how Unified SASE empowers industry innovation.

Conquering the complexity of a reshaped landscape calls for networking that puts security first— activating Zero Trust principles
intrinsically across all networking from edge to campus to data center to the cloud. Gain insights from our subject matter experts from
HPE Aruba Networking and Microsoft on the latest trends in networking and security transformation where we will cover :

Architecting Your Network for the future with Al
Streamline your SASE journey with security-first Al powered networking
Adaptable Networks: Discover the flexibility of Aruba ESP architecture
Revolutionizing 10T Connectivity — Multivendor Integration
Unlock WAN performance with optimized connection and Al
Secure access to applications from anywhere, any devices
Use cases on Copilot for Security using Al

Register here
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https://forms.gle/ttCXHGyNq3KyJHqh8

AiISP Events and Updates

AiSP LITE Conference 2025
8 April 2025

LITE CONFERENCE

8 APRIL 2025

9AM-3PM
Narinz 3ay Sanrs Cnnvarticn Centre

The Legal Investigative Technology Experts (LITE) Conference is
a specialized event designed to bring together professionals from
the legal, investigation, and technology space to explore the role
of cutting-edge technology in the field of legal investigations. As
the digital landscape continues to evolve, the intersection of
technology, law, and investigation has become more complex,
requiring experts to stay ahead of the curve to effectively tackle
emerging challenges.

technologies into legal frameworks.

practices are shaping the future of digital investigations.

For AiSP Member, please reach out to AiSP Secretariat for
Complimentary ticket

Register here

This conference offers a unique platform for legal professionals,
law enforcement, forensic experts, and technology innovators to
engage in discussions and collaborations on the use of advanced
investigative tools, software, and methodologies. Key topics often
include digital forensics, e-discovery, data privacy, cybersecurity,
Al in investigations, blockchain, and the integration of emerging

Organized by AiSP, through keynote presentations, and expert
panels, participants will gain insights into how innovative tools and

BOK book

NEWLY LAUNCHED!

IS-BOK 2.0
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Price: $87.20 (inclu GST)
Scan the qr code for payment! =
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Get our newly launched Information Security Body of Knowledge
(BOK) Physical Book at $87.20 (after GST).

While stocks last!

Please scan the QR Code in the poster to make the payment of
$87.20 (inclusive of GST) and email secretariat@aisp.sg with
your screenshot receipt and we will follow up with the collection

details for the BOK book.



https://www.eventbrite.sg/e/aisp-lite-conference-tickets-1217349066829?aff=oddtdtcreator
mailto:secretariat@aisp.sg

PROTECT 2025
14 March 2025

i@1PROTECT 2025

DOING BUSINESS AMIDST NEW THREATS

International Conference
on Security and Safety
March 14, 2025 | New World Makati Hotel,
Metro Manila, Philippines

hitps://protect leverageinternational.com

Join us on March 14, 2025, at
the New World Makati Hotel for
a deep dive into the evolving
security challenges facing
businesses today at PROTECT
2025.
International and local experts,
business leaders, and
practitioners will explore five key
dimensions of security issues
impacting organizations.

Register here

AISA CyberCon Canberra
17 - 19 March 2025

AISA

Canberra

Join OPSWAT’s cybersecurity
professionals at the AISA
Australian Cyber
Conference from March 17-19,
2025, at the National
Convention Centre Canberra!
Explore globally trusted
cybersecurity solutions and
learn how OPSWAT is leading
the way in protecting critical
infrastructure. Book a meeting
with
us: https://www.opswat.com/get-

for Al: Securing Al in critical

Al is revolutionalising industries,

lifestyles. But how do we ensure

started

Register here

From Al for Cyber to Cyber

IT systems
7 April 2025

From

for Cyber
- o CyberforAl

Securing Al in

Critical IT Systems

=

businesses, processes, and
the secure use of Al?

As Al integrates into critical IT
systems, new risks emerge,
from adversarial attacks to
compromised training data.

Join industry experts as they
unpack key threats and share
strategies for safeguarding Al
across infrastructure, models,
and applications. Gain insights
into the business risks of
vulnerable Al and learn how
organisations can build
resilience against evolving
cyber threats.

Register here

STACKXx Cybersecurity 2025
15 April 2025
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STACKkx is GovTech’s biannual
conference, where experts and
professionals come together to
deep-dive into a niche topic.
This year's STACKXx
Cybersecurity showcases the
latest trends and innovations in
cybersecurity that are shaping
the digital landscape, focusing
on addressing the challenges
and opportunities posed by
increasingly sophisticated cyber|
threats and emerging
technologies.

Register here



https://protect.leverageinternational.com/conference/Protect-2025-Register-to-be-a-Delegate
https://www.opswat.com/
https://www.opswat.com/get-started
https://www.opswat.com/get-started
https://www.aisa.org.au/Public/Events/Event_Display.aspx?EventKey=CF25MR0258&WebsiteKey=dd1440d8-82c8-43e1-9f70-9cec638dc85b
https://tinyurl.com/MM7APR25
http://go.gov.sg/stackxcybersecurity2025

Blackpanda Recognized with Frost &
Sullivan’s Asia Pacific Company of the
Year Award for Incident Response
Excellence 2024.

(&) BLACKPANDA
Proud to be

APAC Company of the

Year in the Incident
Response Industry

ASIA PACIFIC
INCIDENT RESPONSE
COMPANY OF THEYEAR AWARD

This award highlights Blackpanda's
commitment to democratizing cyber
resilience through strategic partnerships
and delivering cybersecurity solutions that
address the growing complexity of threats
in the region.

Why Blackpanda's IR-1:

Hyper-Specialized Incident Response:
End-to-end cyber emergency support that
helps businesses manage digital breaches,
reduce attack risks, and accelerate
recovery
Rapid Response: Real-time threat
monitoring, swift containment, and
proactive neutralization
Cyber Insurance Offering: Comprehensive
cyber insurance bundled with incident
response services to support customers in
post-breach recovery

Read the report to discover why
Blackpanda is leading the Incident
Response market in Asia.

Interested in partnering with Blackpanda,
connect with them here.

Votiro - Hop on to a Demo

VOTIRC

Securing Files
Everywhere

We take a Zero Trust approach to threat prevention
and data exposure — one that removes all possible
malware and privacy risks whether they're known
or not.

See how Votiro delivers real-time data
security.

Schedule a personalized demo to learn
how our Zero Trust Data Detection &
Response platform protects private data
and eliminates file-borne threats.

Votiro is Zero Trust Content Security and
Data Detection & Response rolled into one
seamless platform. With our proactive file-
borne threat prevention, real-time privacy
and compliance capabilities, and
actionable data insights, our Data Security
solution protects organizations from
countless digital threats that pose
unnecessary risks to your employees, your|
customers, and your reputation.

Support NTUC Union Member
Recruitment

HEVERY
WORKER

MEMBERSFINST
\WORKER  WORKERSALRAYS

NTUC UNION MEMBERS
GET UP TO $250 TRAINING
BENEFIT PER YEAR

receve 50% COURSE FEES UNDER THE
UNION TRAINING ASSISTANCE PROGRAMME (UTAP)
ﬂ Stephy, aged 32, wants to fake up a WSQ course.
costing $1.200 (boforo GST)

Full course fee before subsidy {efore GST) $1,200
Less: Government subsidy on full course fee (Eg. 70%) -$840

Nett course foe payable idy (oot sT)
[Eem—————

uT Less: 50% of nett course fee payable after subsidy -$180
~ =I5~ efore GST), up to $250°

9% GST on ful course fee bafore subsidy $108

Final amount Stephy pays (after GST) $288

For Buatwson corpcant any

EXCLUSIVE SAVINGS AND PERKS

¥ care U Play

NTUG GIFT Group Term Life Exclusive access o
Insurance Policy with members' rates on a wide
©oaverage of up to $40,000 range of lelsure and Ifestyle
expeniences via uplay.com.sg

30% OFF Day Passes
$20 OFF Cabana Rental

$10 OFF Wild & Wet
Promium Membership

{7 FairPrice

Up to 4%"
FairPrice meinber
banefits in Linkpoints.

TA (rincome

Free guidance and
on employment. related issues
at Tripartite Aliance for Dispute
Management TADM) at NTUG

Up 10 26% OFF" for
purchase of a qualifying
General Insurance Plan
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“""’"’E For more benefits, visit
www.ntucmembership.sg

Register here



https://hubs.ly/Q036B5C40
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AiSP Courses to help advance in your Career & Knowledge

Qualified Information Security Professional Course (QISP) E-Learning

QISP Exam
Preparatory

E-Learning
Course
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Prepare for QISP :
Exam via E-Learning o
¥ and Engineerin,

Anytime, Anywhere! R E

Our e-learning program is perfect for those who .

want to prepare for the QISP Exam based on L = 7
R 5 peration an

AiSP IS-BOK domains. With access for 12 Infrastructure Security

months, you can study at your own pace on our Software Security

beautifully designed and responsive e-learning
platform.

Grab the exclusive
launch offer at
SGD 499 nett!

Software
Cyber
Defense

.
Cyber Security 4 : e ; e
ps 4 enquiry l.com | www. .com

429 nett

Prepare for the Qualified Information Security Professional (QISP) examination with
our newly developed e-learning course, launched on 1 March 2024!

Our highly responsive e-learning platform will allow you to learn anytime, anywhere with

modular courses, interactive learning and quizzes. Complete the course in a month or up

to 12 months! Enjoy lean-forward learning moments with our QISP/QISA preparatory e-
learning course. Receive a certificate of completion upon completion of the e-learning
course. Fees do not include QISP examination voucher. Register your interest here!



https://forms.gle/T9eJn74MHh3TMqkf7

AiSP Courses to help advance in your Career & Knowledge

Qualified Information Security Professional Course (QISP) Preparatory Course
14 - 16 April 2025
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Qualified Information Security
Professional (QISP)
Preparatory Course

(SkillsFuture Funded)

Click here for our Contributed Contents from our partners Click
here for the job postings available for a cybersecurity career

Click here to view the SME Cyber Safe Portal

Click here to view AiSP Cyber Wellness Portal

Our Mailing Address is:
6 Raffles Boulevard, JustCo, Marina Square, #03-308, Singapore 039594 Please click here to
unsubscribe if you do not wish to receive emails from-/AiSP.



https://www.aisp.sg/publications.html
https://www.aisp.sg/jobs.html
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